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Introduction

Windows Welcome is a series of HTML-based pages that create the end user's first experience of the Microsoft Windows operating system on a new computer. Original equipment manufacturers (OEMs) can customize certain aspects of Windows Welcome. These enhancements include incorporating the OEM company name and logo into Windows Welcome and making custom ISP sign-up offer(s) available to their users.

This document describes how to create an Internet service provider (ISP) sign-up offer that can be incorporated into an OEM’s customized version of Windows Welcome. ISP sign-up offers may also be included in applicable locations in the Windows Start menu such as the Most Frequently Used (MFU) list of programs, the OEM link, the Online Services folder, or All Programs.

Important   OEMs may redistribute this document to third-party ISP partners who are building custom HTML pages to integrate into the OEM’s customized version of Windows Welcome. OEMs may also redistribute sample files located in the \Samples\Oobe folder on the Windows XP OEM Preinstallation Kit (OPK) CD. .

While OEMs may share this document with third-party ISP partners, the OPK User’s Guide itself (Opk.chm) is confidential between the OEMs and Microsoft and cannot be redistributed to third parties. Contact your Microsoft account manager if you have any questions regarding what information OEMs may share with third parties.

OEMs have the option of specifying which type of ISP sign-up is offered to the end user. They can select from one of the following ISP sign-up options.

· Preconfigure Internet settings in the factory

· OEM ISP sign-up offer

· MSN sign-up offer

· Skipping ISP sign-up

This document addresses the first two items on this list. It supplements, and in some cases is more detailed than, information in the OPK User’s Guide.

Security Settings in Windows Welcome

To provide a clean end-user experience during Windows Welcome, the Internet-related confirmation dialog boxes on security settings are not displayed. Instead, Windows Welcome performs essential Web-related tasks invisibly, with no end-user confirmation required. This includes, and is limited to:

· Submitting unencrypted FORM data over HTTP

· Applying default Java security settings

· Allowing JScript run-time ActiveX controls to be created and used

· Enabling cross-frame scripting 

· Navigating from one HTTP address to another, and back again

· Allowing Microsoft ActiveX® to run

Note   All ActiveX controls must be signed and marked safe for scripting, otherwise they will not run.

These exceptions apply only to content appearing within Windows Welcome. They do not affect or supercede security settings outside of Windows Welcome.

OEM Branding in Windows Welcome

OEMs can brand Windows Welcome in two ways: 

· Incorporate the OEM corporate name into the text in certain areas of Windows Welcome.

· Add a logo in the upper-right corner of all Windows Welcome pages.

A sample first page of Windows Welcome
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Standard Windows Welcome elements are the Windows logo, the OEM logo, and navigation elements. These elements are always present, even during ISP sign-up. 

OEMs can refer to the Windows XP OPK User’s Guide for more information on how to incorporate their logo or company name in Windows Welcome.

Configuring Internet Settings at the Factory

If an OEM provides build-to-order computers, it can offer Internet access to its customers when they order their computer. If an end user selects a specific ISP before or during the purchase process, the OEM can preconfigure that Internet access account. An end user can then use that specific account to access the Internet from the Windows desktop without any further sign-up or configuration.

To preconfigure the user's Internet account, collect end-user information when the order is placed, such as their name and billing information. Use that information to determine an e-mail name and POP address, and then activate this unique account. Configure the settings for the new Internet account when the computer is built in the factory. Ultimately, this is the best Internet sign-up experience for your users –  they turn on the computer and their Internet account is already active.

Important   If you collect end-user information through a Web site, the Web page must also contain a link to your company's privacy statement.

If you populate your users' passwords for their ISP accounts, you must alert them to change their password the first time that they use the Internet.

OEM/ISP Collaboration to Create Custom .Ins Files

Internet account information is stored in an Internet settings (.ins) file. The Internet settings file is used during Windows Welcome, or the first time users access Internet Explorer or Outlook Express, to open an Internet account. To place a custom .ins file on a build-to-order computer, the OEM must collaborate with the partner ISP(s) to create a process for generating .ins files and creating ISP accounts.

For example, this process might involve a pool of accounts that the ISP allocates to the OEM, complete with unique Internet settings files. Or the OEM might connect to the ISP sign-up server, passing on the end-user information needed to create the Internet settings file, and then receiving a unique file from the ISP sign-up server for each user.

Creating the Internet Settings File Ispcnfg.ins

The OEM or the partner ISP must create a unique Internet settings (.ins) file that contains the appropriate information for the specific Internet account. Name the file Ispcnfg.ins.

The .ins file format is an extension of the Windows Dial-Up Networking (.dun) file format. This format conforms to standard Windows .ini file conventions.

Windows .ini files have the following characteristics:

· An .ini file is divided into sections.

· Section headers are enclosed in square brackets. For example, [Entry] is the Entry section header.

· Each entry is a line in the form EntryName=EntryValue.

· Each section can contain multiple entries.

· Sections are delimited by one blank line.

· The order of sections is not important. A particular section can be placed anywhere in the .ini file.

· Comments in an .ini file begin with a semicolon (;).

For more information about the .ins file format, see the Microsoft Windows XP Preinstallation Reference (Ref.chm), available in Deploy.cab, located in the \Support\Tools folder on the Windows XP product CD.

Processing Ispcnfg.ins Successfully

To configure a computer to use this particular Internet account, include this unique Ispcnfg.ins in the %systemdrive%\Windows\System32\Oobe\Html\Ispsgnup\ directory on the build-to-order computer.

During the first-run experience, Windows Welcome looks for the .ins file. If it is found, Windows Welcome configures the computer for Internet access automatically, according the information provided in the Ispcnfg.ins file. The Internet Welcome page, Ispsgnup.htm, appears after Windows Welcome so that users know that the Internet service is fully configured and ready to use.

Windows Welcome then skips the ISP sign-up user interface screens because the appropriate completed status items for ISP sign-up have already been set.

If Windows Welcome does not locate Ispcnfg.ins, it handles ISP sign-up based on the value of the Signup entry in the [Signup] section of the Oobeinfo.ini file. 

Customizing the Internet Welcome Page

You may customize the title and text of Ispsgnup.htm based on your customers' needs. Place the file in the %systemdrive%\Windows\System32\Oobe\Html\Ispsgnup\ directory.

If you prefer to process the .ins file without displaying a welcome message to users, add the following setting to Oobeinfo.ini:

[Options]

NoIspPreconfig = 1

Preparing for Internet Account Failures

Both the OEM and the ISP should thoroughly test the Ispcnfg.ins file, to ensure it is error free. However, if an Internet account failure occurs during the first-run experience, Windows Welcome sets an .ins failure flag in the registry as follows:

HKEY_LOCAL_MACHINE\SOFTWARE\Microsoft\Internet Connection Wizard\INS Processing\

Windows Welcome also records the ISP name and support phone number from the .ins file in the registry. The Internet Connection Wizard completed bit is not set.

Windows Welcome then proceeds to the ISP sign-up, and a Windows Welcome error message appears. This error message informs the user that the factory-configured Internet account failed to operate, and asks them to call the ISP support phone number. When the user clicks Next on the error message, the Internet sign-up phase of Windows Welcome ends.

If users start Internet Explorer or Outlook Express after Windows Welcome is finished, an error message appears. After users click OK, the completed bit is set. If users start Internet Explorer or Outlook Express after that, the standard Internet Explorer or Outlook Express error message appears, stating that they cannot connect to the Internet.

OEM ISP Sign-up Offer

ISP sign-up offers can be integrated into Windows Welcome, available from the Windows Start menu, or both.

With this option, the OEM places a list of ISP offers on the end user’s computer, and this list is displayed during full-screen Windows Welcome. Each OEM ISP sign-up offer can consist of as many HTML pages as desired. The OEM can display one ISP offer per page, multiple ISP offers on a single page, or other appropriate layouts and designs.

The layout and design should be consistent with that of Windows Welcome. The first page of the OEM custom offer must meet with requirements outlined in the “First Page of the ISP Offer” section in this document. The OEM ISP offer pages must also call the APIs necessary to connect end users with the sign-up services of the ISP that they select. After ISP sign-up is complete, the user completes Windows Welcome.

For end users who skip ISP sign-up during Windows Welcome, OEMs may also make ISP sign-up offers available from the Windows XP Start menu or a balloon reminder. These ISP sign-up offers are also available through the New Connection Wizard (NCW) the first time users access the Internet from applications or Windows components. For example, if a user started Internet Explorer but an ISP account is not configured on the computer, a page would start allowing the user to sign up using these ISP offers, or to start the standard NCW.

User Experience During an OEM ISP Offer in Windows Welcome

ISP sign-up occurs after the registration and activation phases of Windows Welcome. On the ISP sign-up page (Isp.htm), the user selects an ISP offer. This choice initiates the Windows Welcome Dial function, which connects the user online with that provider’s ISP sign-up server. The server displays an HTML page or set of pages that request information and provides options relevant to creating an ISP account. Such information may include the end user’s name, address, credit-card information, billing preference, choice of user name and password, POP selection, the Terms and Conditions section, and so on.

After the user enters all of the necessary information and then clicks Next, the ISP sign-up server creates an .ins file and uses the ProcessINS function to download it to the computer. The downloaded .ins file configures the end user’s computer with an ISP account. The computer terminates the phone connection, disconnects from the ISP sign-up server, and continues to the next portion of the Windows Welcome experience.

Because the OEM’s ISP offer connects to the ISP sign-up server, the OEM and ISP must collaborate in building the ISP offer.

User Experience During an OEM ISP Sign-up Offer on the Start Menu

At some point after Windows Welcome is finished, users who skip Internet account sign-up during Windows Welcome may start Internet Explorer or Outlook Express from the Start menu. If you configured Windows Welcome to include MSN Internet Access or OEM ISP sign-up offers, then users can choose to view these OEM ISP offers or to use the New Connection Wizard to configure Internet access using a local area network, VPN, or other existing connection. If users select to view the OEM ISP sign-up offers, then the desktop ISP sign-up starts and displays Isp.htm, the same file used for the OEM ISP sign-up offer(s) in Windows Welcome.

ISP sign-up offers may also be included in applicable locations in the Start menu, such as the Most Frequently Used (MFU) list of programs, the OEM link, the Online Services folder, or All Programs. A shortcut to one or more ISP sign-up offer may also be located on the Windows desktop if the OEM delays desktop cleanup until seven days after the first-run experience.

The Online Services folder is only available in the Windows user interface through the New Connection Wizard. It can also be reached by navigating to the  %systemdrive%\Program Files\Online Services\ folder. By default, this folder contains shortcuts to the Microsoft Internet Referral Service and to MSN Internet Access. You may place shortcuts to any additional Internet sign-up programs in this location.

Developing an OEM ISP Sign-up Offer

An OEM ISP sign-up offer can consist of an unlimited number of HTML pages, designed and formatted to your needs and specifications while consistent with the existing Windows Welcome pages. The OEM ISP sign-up offer must contain the APIs necessary to connect users to the sign-up server for the ISP that they select.

The ISP sign-up offer:

· Navigates backward and forward in Windows Welcome.

· Navigates within the pages of the ISP offer itself (if it consists of multiple pages).

· Meets the requirements specified in this document.

· Prompts the end user for information related to ISP sign-up, while reusing information collected during Windows registration, if available.

· Calls the ISP sign-up server of the ISP that the end user selects.

· Declares that ISP sign-up has been successful and proceeds to the next page of Windows Welcome.

To Create an OEM ISP Sign-up Offer

1. Develop an initial ISP sign-up offer page that consists of as many ISPs as the OEM wants.

2. Develop an ISP sign-up offer that meets the requirements stated in this document.

3. Coordinate each ISP’s respective sign-up server with other partner ISPs.

4. Specify the name and location of the ISP sign-up server.

5. In the OEM Preinstallation Kit Setup Manager, select the Display a pre-cached (local) list of ISP offers option. Alternatively, you can leave the setting as MSN and modify the existing Isp.htm page.

Technology Requirements

An ISP sign-up offer can only use HTML, DHTML, ActiveX, or other Internet technologies; it cannot run executable files. All function calls are in Microsoft JScript.

The Windows Welcome process exposes many objects and interface services through the external interfaces of the Windows Welcome process. Each HTML page can access these services through HTML script as desired.

In some instances, OEMs may wish to enable ISP offers that may be updated online. The first page of the OEM ISP sign-up offer must be stored locally on the hard disk of the user’s computer. If the end user chooses to sign up for Internet access from an OEM custom offer, Windows Welcome should disconnect from any existing connection to the Microsoft Global Network and then dial out to an OEM-hosted phone call.

First Page of the ISP Offer

The first file in the ISP sign-up offer must be named Isp.htm. You may want to name any succeeding files similarly, as part of a series (for example, Isp2.htm, Isp3.htm, and so on). Place these files in the %systemdrive%\Windows\System32\Oobe\Html\Ispsgnup directory.
The first page of the ISP offer (Isp.htm) must do the following:

· Provide sign-up options for a new Internet account through one of the following mechanisms:

· The default MSN Internet Access sign-up offer.

· Your custom OEM ISP sign-up offer(s).

· Both MSN and OEM ISP sign-up offer(s).

· Re-establish an existing Internet account.

· Connect to the Internet at a later time.

Important   All options must be presented in the same manner, with identical selection controls and fonts.

Style Sheets

Windows Welcome and its files are distributed with a default style sheet, Oobestyl.css. You may use this style sheet in your own pages to speed up development time and provide a consistent design. You can do this by adding the following line to the header of your HTML pages:

<link rel=stylesheet type="text/css" href="oobestyl.css">

Note   The HREF attribute that points to Oobestyl.css must be relative to the location of the HTML page.

Animated Screen Characters in Windows Welcome

Windows Welcome includes a Microsoft Agent character to assist novice users through the one-time process of configuring the new computer.

The Qmark agent character is present in all of the pages in the default Windows Welcome experience. To ensure the uniformity of Windows Welcome, Microsoft encourages computer manufacturers to add this Microsoft Agent character to any custom pages they add toin Windows Welcome. For the latest developer information about Microsoft Agent, see the Microsoft Agent Web site at the MSDN Online Web Workshop at: 
http://www.microsoft.com/msagent/
There are many advantages to using the Qmark character. The visual design integrates with Help and Support Center, and it is not offensive to international customers.

The Qmark character is exclusively for use in Windows Welcome; it is not available for use in other Windows programs that use a Microsoft Agent character, and you may not use other Windows-installed Microsoft agent characters in Windows Welcome. If you want to add your own Agent character, see “Requirements and Guidelines for Creating a Custom Agent Character” in this document.

Note   The animated screen character appears only in full-screen Windows Welcome.

Adding the Qmark Character to New Windows Welcome Pages

The best way to understand how to enable the Qmark character in your customized pages is to look at how it is enabled in existing pages. You enable the character in the Windows Welcome .htm file for your page, and add the Agent content for that page in Agtscrpt.js. For example, Microsoft Agent is enabled in the body style tag with the onload and onunload attributes in Reg1.htm, one of the default registration pages:

<body style="background-Color: transparent; background-repeat: no-repeat;"

      tabindex=-1

      onload="window.parent.Reg1_LoadMe();

      window.parent.Agent_Activate('Reg1');"

      onunload="window.parent.Agent_Deactivate();">

In addition, you must add the corresponding content for the page in Agtscrpt.js. For example, you can find the entries for Reg1.htm in Agtscrpt.js, starting at:

function Agent_Reg1AddCommands()

Customizing the Support Phone Number Used in Microsoft Agent

The Qmark agent character includes a default menu item for every authored Windows Welcome page called "Tell me where to get assistance." You can customize the character’s response to this entry by adding or setting the value of SupportPhoneNumber in the [Options] section of Oobeinfo.ini. For example:

[Options]

SupportPhoneNumber=1234567

This causes the character to display the number. 

Requirements and Guidelines for Creating a Custom Agent Character

OEMs may use a different Agent character with prior approval from Microsoft. Submit requests to oobebeta@microsoft.com. Approval is based on the following criteria.

The character must:

· Use the animations that already exist in Windows Welcome.

· Closely match the look and feel of the Windows XP visual style.

· Add to the user experience, not detract from it. OEMs may not delete existing Agent scripts, unless the scripts are obviously irrelevant.

· Follow the existing menu model.

· Identify itself as a custom character. Any trade names, trademarks, logos, or brands used in connection with the Agent character must be limited to those under which the PC model is manufactured and marketed. For example, "I'm <character_name> from <OEM_name>." 

Navigation and Checkpoint-Coding in Windows Welcome

Windows Welcome consists of a number of discrete stages, such as the end-user license agreement (EULA), the hardware check, and ISP sign-up. Each of these sections can consist of multiple pages. When you add or remove pages in Windows Welcome, it affects how the user navigates back and forth through the sections and pages. If you do not modify the navigation and check-point coding, the Back and Next buttons may not work correctly, or may not work at all.

An OEM’s custom ISP sign-up section must integrate seamlessly with the other pages in Windows Welcome.

Navigation Architecture of Windows Welcome

The first time a user runs Windows on a new computer, Windows Welcome displays a series of HTML pages located on the hard disk. Each on-disk URL (or set of URLs) is associated with a numerical identifier called a checkpoint.

The following lists the checkpoints and the files associated with each checkpoint.

	Checkpoint
	File

	CKPT_ANIMATION
	Images\Intro.avi

	CKPT_HWCHK
	See note below.

	CKPT_WELCOME
	Setup\Welcome.htm

	CKPT_MOUSETUT1
	Html\Mouse\Mouse.htm

	CKPT_IMETUTORIAL
	Html\Ime\Imetut1.htm

	CKPT_OEMHW
	Html\Oemhw\Oemhw.htm

	CKPT_REGION_KEYBD
	Setup\Keybd.htm

	CKPT_TIMEZONE
	Setup\Timezone.htm

	CKPT_EULA
	Setup\Neweula.htm

	CKPT_EULA_DECLINE
	Setup\Badeula.htm

	CKPT_PRODUCTKEY
	Setup\Prodkey.htm

	CKPT_BADPRODUCTKEY
	Setup\Badpkey.htm

	CKPT_COMPNAME
	Setup\Compname.htm

	CKPT_SECPASS
	Setup\Security.htm

	CKPT_JNDOMAIN
	Setup\Jndomain.htm

	CKPT_ICSCHOICE
	Setup\Ics.htm

	CKPT_SCONNECT
	Html\Sconnect\Sconnect.htm

	CKPT_HOMENETWIZPROMPT
	Setup\Hnwprmpt.htm

	CKPT_DSLMAIN
	Html\Dslmain\Dslmain.htm

	CKPT_DSLPPPOE
	Html\Dslmain\Dsl_a.htm

	CKPT_DSLBROADBAND
	Html\Dslmain\Dsl_b.htm

	CKPT_CONGRATS
	Html\Dslmain\Dsllast.htm

	CKPT_ACTIVATION
	Setup\Activate.htm

	CKPT_REGISTER1
	Setup\Reg1.htm

	CKPT_REGISTER3
	Setup\Reg3.htm

	CKPT_ACT_MSG
	Setup\Acterror.htm

	CKPT_ICONN
	Setup\Iconn.htm

	CKPT_REGDIAL
	Setup\Drdyoem.htm

	CKPT_ISPSIGNUP
	Setup\Isp.htm

	CKPT_MIGLIST
	Setup\Miglist.htm

	CKPT_ISPDIAL
	Setup\Drdyisp.htm

	CKPT_REFDIAL
	Setup\Drdyref.htm

	CKPT_MIGDIAL
	Setup\Drdymig.htm

	CKPT_ISPTYPE
	Html\Isptype\Isptype.htm

	CKPT_ICONNECT
	Html\Iconnect\Iconnect.htm

	CKPT_OEMISP
	Html\Ispsgnup\Ispsgnup.htm

	CKPT_OEMCUST
	Html\Oemcust\Oemcust.htm

	CKPT_IDENTITIES1
	Setup\Ident1.htm

	CKPT_IDENTITIES2
	Setup\Ident2.htm

	CKPT_USERNAME
	Setup\Username.htm

	CKPT_DONE
	Setup\Fini.htm


Note   For CKPT_HWCHK, the associated file is dependent on whether you are detecting for USB keyboard, mouse, both, or none at all. The file could be Setup\Nousbkb.htm, Setup\Nousbkbd.htm, or Setup\Nousbms.htm.

The following code assigns the checkpoints. When Microsoft adds or removes a checkpoint, then it changes the index number for all checkpoints that follow.

var curCKPT                 = 1;

var CKPT_ANIMATION          = curCKPT++;

var CKPT_HWCHK              = curCKPT++;

var CKPT_WELCOME            = curCKPT++;

var CKPT_MOUSETUT1          = curCKPT++;

var CKPT_IMETUTORIAL        = curCKPT++;

var CKPT_OEMHW              = curCKPT++;

var CKPT_REGION_KEYBD       = curCKPT++;

var CKPT_REGKB_COMMIT       = curCKPT++;

var CKPT_TIMEZONE           = curCKPT++;

var CKPT_EULA               = curCKPT++;

var CKPT_EULA_DECLINE       = curCKPT++;

var CKPT_PRODUCTKEY         = curCKPT++;

var CKPT_BADPRODUCTKEY      = curCKPT++;

var CKPT_COMPNAME           = curCKPT++;

var CKPT_SECPASS            = curCKPT++;

var CKPT_JNDOMAIN           = curCKPT++;

var CKPT_ICSCHOICE          = curCKPT++;

var CKPT_HOMENETWIZPROMPT   = curCKPT++;

var CKPT_DSLMAIN            = curCKPT++;

var CKPT_DSLPPPOE           = curCKPT++;

var CKPT_DSLBROADBAND       = curCKPT++;

var CKPT_CONGRATS           = curCKPT++;

var CKPT_ACTIVATION         = curCKPT++;

var CKPT_REGISTER1          = curCKPT++;

var CKPT_REGISTER3          = curCKPT++;

var CKPT_ACT_MSG            = curCKPT++;

var CKPT_ICONN              = curCKPT++;

var CKPT_ISPSIGNUP          = curCKPT++;

var CKPT_MIGLIST            = curCKPT++;

var CKPT_ISPDIAL            = curCKPT++;

var CKPT_REFDIAL            = curCKPT++;

var CKPT_MIGDIAL            = curCKPT++;

var CKPT_REGDIAL            = curCKPT++;

var CKPT_ISPTYPE            = curCKPT++;

var CKPT_ICONNECT           = curCKPT++;

var CKPT_SCONNECT           = curCKPT++;

var CKPT_OEMISP             = curCKPT++;

var CKPT_OEMCUST            = curCKPT++;

var CKPT_IDENTITIES1        = curCKPT++;

var CKPT_IDENTITIES2        = curCKPT++;

var CKPT_USERNAME           = curCKPT++;

var CKPT_DONE               = curCKPT++;

var CKPT_MAX                = curCKPT;

The Checkpoint Stack

This navigation architecture, written in Microsoft JScript®, resides in the %windir%\System32\Oobe\Msobshel.htm file. It consists of the checkpoint stack and current checkpoint.

The checkpoint stack identifies the on-disk URL that Windows Welcome uses when the user clicks Back.

When a user completes a given checkpoint, Windows Welcome adds an item to the checkpoint stack.

When the user clicks Back, the GoBack JScript function removes the checkpoint for that page off the stack, and navigates to its associated page. For example, for the flow of Animation->Hardware Check->Welcome->EULA page, when the user reaches the page for the End User License Agreement (EULA), the stack looks like this (zero being the bottom of the stack):

0
1

1
2

2
3

3
10

Note   The mouse tutorial is off by default.

The stack numbers start at zero and increase. These stack numbers become the names of the registry keys under HKEY_LOCAL_MACHINE\Software\Microsoft\Windows\CurrentVersion\Setup\OOBE\CKPT (checkpoint). In addition, Windows Welcome writes the stack number for the top of the stack to the HKEY_LOCAL_MACHINE\Software\Microsoft\Windows\CurrentVersion\Setup\OOBE\CKPT\TopOfStack registry key.

In the above example, TopOfStack is 3.

To find out which checkpoint indexes are associated with which URLs, use the InitCKPT function in the Msobshel.htm file.

Notes   If the computer restarts for whatever reason during Windows Welcome, the user returns to the last major page, which is always on the top of the stack.

The Window.history method is inadequate to keep track of navigation because, at various points within Windows Welcome, the user does not return to the previously viewed page when clicking the Back button. Instead, the user returns to the first page of that particular sequence of pages. In addition, some pages drop out of the navigation flow after the user has completed the information requested by that page.

The Current Checkpoint

The current checkpoint (the JScript variable g_CurrentCKPT) is set whenever Windows Welcome navigates to a new page. This assignment happens when a checkpoint is placed on or removed from the stack.

Not all checkpoints get placed on the stack, either because not all pages are important enough to view after a restart, or it is not appropriate to place a page into the normal Back/Next navigation flow of Windows Welcome. For instance, error pages are not placed on the stack. In these cases, g_CurrentCKPT is still set during navigation, eliminating the previous checkpoint, which may or may not have been the top of the checkpoint stack.

Code for Navigating Within a Checkpoint

Navigating within a checkpoint can also be viewed as navigating within a section of the Windows Welcome experience, such as navigating from one page to another within the IME tutorial or a custom hardware tutorial.

For such navigation, you can use standard HTML hyperlink navigation tags. Avoid using navigation that uses the Window.history function.

Code for Navigating from One Checkpoint to Another

Navigating from one checkpoint to another can also be viewed as navigating to another section of the Windows Welcome experience, such as going from the Welcome page to the EULA page. The functions are as follows:

· InitFrameRef   Initializes the state within the navigation code in Msobshel.htm that is necessary before calling the following navigation functions.

Note   If this function is not included, the other navigation functions do not operate.

· GoNext, GoBack, GoCancel, and GoNavigate   These three related functions work in conjunction with GoNavigate, and in general contain the functionality for jumping to a different page. For example, calling GoNext from the TAPI page saves the TAPI settings and then calls GoNavigate to get to the Connect page. GoNavigate contains the checks that are required before navigating to a different page. For instance, when Windows Welcome uses GoNavigate to navigate to the End User License Agreement (EULA) page, Windows Welcome checks if the EULA has already been accepted; if the user has already accepted the EULA, then Windows Welcome automatically goes to the Product Key page. 

· StatusNavigate   Takes the current status item index, calculates the difference between it and the new checkpoint’s desired status item index, and calls MoveNext or MovePrevious accordingly.

Windows Welcome uses Jscript to handle switching from one checkpoint (and its associated URL) to another. Intra-checkpoint (within a checkpoint) navigation is handled by standard HTML hyperlinks. Avoid controlling navigation using Window.history, because navigation is controlled by the checkpoints. Be careful not to mix these two models; if you do, Windows Welcome will break.

Code for Checkpoint Stack Manipulation

The code used to manipulate the checkpoint stack is:

· InitCKPT   Loads the checkpoint table, which associates each checkpoint index with its URL. It also initializes the current checkpoint g_CurrentCKPT from the top of the stack, if the stack exists in the registry.

· PushCKPT   Places a checkpoint onto the stack, changes the registry, and sets the value for the current checkpoint, g_CurrentCKPT.

· PopCKPT   Removes a checkpoint from the stack, changes the registry, and sets the value for the current checkpoint, g_CurrentCKPT.

Specific Navigation Requirements

Generally, you control navigation within your ISP offer. However, you must follow a few rules to ensure a positive end-user experience.

The onload handler for the page must call the following function:

window.external.ExecScriptFn("InitFrameRef();");

This sets up a state within the JScript navigation code that allows the offer to make other external navigation calls.

Include a Back button and a Next button on each page of your ISP sign-up offer. Use standard hyperlinks for navigation from page to page except on the Back and Next buttons on the first page, the Back button on the second page, and the Next button on the last page.

If you want to have a Cancel button and go offline, use the GoCancel function. For example:

window.external.ExecScriptFn("GoCancel();");

Navigation on the First Page of the OEM ISP Sign-up Offer

If the first page (Isp.htm) contains a Back button or equivalent, code the onclick handler of the button as follows:

window.external.ExecScriptFn("GoBack();");

This function allows Windows Welcome to navigate the end user away from the OEM ISP sign-up offer and back to the correct previous screen. Without this call, the end user is unable to return to any previous screen. The following is an example of how this might look on the first page of the OEM ISP sign-up offer:

<SCRIPT>

function MyBackFunction()

{

    //Do something meaningful

    //The final call must be 

    window.external.ExecScriptFn("GoBack();");

}

</SCRIPT>

<BUTTON onclick="MyBackFunction();">Back Button</BUTTON>

Navigation on the Last Page of the OEM ISP Sign-up Offer

Include a Next button or equivalent on the last page of the offer. The onclick handler of the button must call the following functions:

window.external.State.set_ISPSignupCompleted = true;

window.external.ExecScriptFn("GoNext();");

In the case of Next, if this call is not made, the user is unable to complete ISP sign-up and is not able to complete the Windows configuration process. Calling GoNext from this page allows the user to complete the process and eventually proceed to the Windows desktop.

For example:

<SCRIPT>

function MyNextFunction()

{

    //Do something meaningful

    //The final call must be 

    window.external.ExecScriptFn("GoNext();");

}

</SCRIPT>

<BUTTON onclick="MyNextFunction();">Next Button</BUTTON>

Successful Completion of the ISP Sign-up Offer

The following API handles declaration of success:

window.external.State.set_ISPSignupCompleted

This API, when called from script, lets Windows Welcome know that the OEM ISP sign-up offer successfully completed. Do not set this function to True until the user has completed your entire ISP sign-up offer. Call set_ISPSignupCompleted before GoNext. Calling GoNext allows the user to complete the ISP sign-up process and eventually proceed to the Windows desktop. If the GoNext call is not made, the user is unable to complete Windows Welcome.

Navigation to the User-Selected ISP

Within your ISP sign-up offer, the OEM and the ISP can access any of Windows Welcome’s native Application Programming Interfaces (APIs). These APIs are exposed through the Document Object Model (DOM) of the browser in the following form:

window.external.SomeAPI

where SomeAPI refers to a particular API accessible in script from Window.External. In addition to many other APIs, Windows Welcome provides several APIs that are specifically designed to support the needs for providing ISP offers and sign-up capability to end users.

The minimal API needed to call for successful ISP signup is:

window.external.Dial([Path to ISP file]);

When called from a script, this API takes a path to a standard .isp file. If the file path is not absolute, the API searches for the relative path based on the current directory. The following is an example of how to call this API:

<SCRIPT>

window.external.Dial("myispfile.isp");

</SCRIPT>

For a comprehensive API reference, see the Microsoft Windows XP Preinstallation Reference (Ref.chm), available in Deploy.cab, located in the \Support\Tools folder on the Windows XP product CD.

Creating Reminders for ISP Sign-up 

For users who do not configure an ISP account during Windows Welcome, you can specify up to three ISP sign-up reminders. By default, no ISP reminders are configured.

To activate ISP sign-up reminders for users who do not complete ISP sign-up during Windows Welcome, you must manually add the entries DesktopISPRemind and ISPRemind1 (and optionally, ISPRemind2 and ISPRemind3) to the [DesktopReminders] section of %systemdrive%\Windows\System32\Oobe\Oobeinfo.ini.

For example, the following entries in Oobeinfo.ini enable the ISP sign-up reminders and schedule the reminders to occur five, ten, and fifteen days after the user completes Windows Welcome.

[DesktopReminders]

DesktopISPRemind= 1

ISPremind1=5

ISPRemind2=10

ISPRemind3=15

When Windows Welcome detects these entries in Oobeinfo.ini, it creates tasks in Task Scheduler that display a balloon reminder to the user after the specified number of days.

When the ISP sign-up reminder activates, a balloon reminder is displayed to the user. Upon clicking the balloon, Windows Welcome displays the file %systemdrive%\Windows\System32\Oobe\Html\Ispsgnup\Isp.htm.

This page must also include a Cancel button and an option that allows users the option of receiving any future reminders. When the user clicks Cancel, close the reminder window.

Note   Because Isp.htm is displayed in full screen Windows Welcome and also used for ISP sign-up offers available from the reminder notifications, take care to implement the option to not be reminded again in such a way that it is only visible to the user when viewing the sign-up offers outside of Windows Welcome.

Use window.external.DeleteRemind(1) and window.external.Finish to delete reminders and close the reminder window.

After desktop ISP sign-up is complete, the user navigates to the file %systemdrive%\Windows\System32\Oobe\Setup\Fini.htm.
Format and Dimensions. In contrast to the full-screen Windows Welcome ISP sign-up pages, the desktop ISP sign-up pages are displayed in a maximized browser window, not full-screen. The window is displayed at 800 by 600 pixels, less the height of the window border and title bar. At resolutions less than 800 by 600 pixels, scroll bars are used to enable the user to view the entire ISP sign-up offer. 

Note   To ensure the consistency and quality of any custom ISP sign-up pages that you create, test your ISP sign-up pages at different resolutions in both full-screen Windows Welcome and from other access points such as the sign-up reminders and the Windows Start menu.

Internet Access Through the New Connection Wizard

If you include custom OEM Internet sign-up offers in Windows Welcome, users who skipped sign-up during Windows Welcome can view your offer(s) when they access the Internet the first time. The options available to users are:

· View the ISP offer(s) provided by your computer maker 

· See other ways to connect to the Internet 

When users choose to view your offer, Isp.htm appears. If users choose to see other ways to connect to the Internet, the New Connection Wizard appears.

If you do not create custom OEM Internet sign-up offers, the New Connection Wizard appears automatically when users access the Internet the first time. For more information about the New Connection Wizard, see the Microsoft Windows XP Help and Support Center.

To cause the New Connection Wizard to start when Internet Explorer or Outlook Express is started, the [Signup] section of Oobeinfo.ini must have the following entry:

ISPSignup=none

To cause the OEM ISP sign-up offer (that you created) to be displayed when Internet Explorer or Outlook Express is started, the [Signup] section of Oobeinfo.ini must have the following entry:

ISPSignup=offline

Windows then displays the OEM ISP sign-up offer page (Isp.htm) to the user in a browser window.

OEM/ISP Collaboration for Configuring ISP Sign-up Servers

Establishing an Internet account for the end user is a coordinated effort between the ISP and the OEM. For the sake of the end user, it’s important that connecting from the OEM ISP sign-up offer on the computer to the end user’s ISP of choice goes smoothly. This exchange involves the following elements:

· Connecting from the OEM’s ISP sign-up offer on the computer to the .isp file of the ISP of choice.

· Connecting from the .isp file to the ISP’s sign-up server.

· Proper functioning and navigation of the ISP sign-up server for moving the end user through the offer, and generating and downloading the .ins file to the end user’s computer.

· Proper execution of the downloaded .ins file to create an ISP account on the end user’s computer.

When the end user selects your service as the ISP of choice on the OEM ISP sign-up offer, Windows Welcome connects to your service, and it calls an .isp file that you have created. The .isp file then connects Windows Welcome to your ISP sign-up server, appending important information in the URL, which the ISP sign-up server can then process. The ISP sign-up server leads the end user through the process of setting up an account, and then generates the .ins file. The .ins file is then downloaded to the end user’s computer. The ISP sign-up server then disconnects, and Windows Welcome runs the .ins file, setting up the new account on the computer.

The .isp and .ins file formats are extensions of the Windows Dial-Up Networking (.dun) file format. These formats conform to standard Windows .ini file conventions.

For a list of Windows .ini files characteristics, see the section “Creating the Internet Settings File Ispcnfg.ins,” in this document.

The .isp file contains the information a computer requires to dial up and connect to your ISP sign-up server. You are responsible for providing your own .isp file and ISP sign-up server. Coordinate with the OEM to ensure that your .isp files are correctly configured to work with the OEM ISP sign-up offer. For more information about the .isp file format, see Appendix A, “ISP/INS File Reference” in this document.

Connecting from the .Isp File to the ISP’s Sign-up Server

The .isp file must provide sufficient information to dial into and log onto your ISP sign-up server. After a successful connection is established, the browser window of Windows Welcome automatically navigates to the URL specified in the [URL] section of the .isp file as follows:

[URL]

Signup=https://www.fabrikam.com/default.asp?/ 

Note   The question mark at the end of the URL is required.

The browser window appends a query string in name/value pairs to the specified URL. This query string contains additional information that you may find helpful in signing up the end user. The complete URL might look as follows:

http://signup.fabrikam.com/signup.asp?LCID=1&TCID=1&OfferCode=

    0&OS=1&BUILD=2156&OEMName=FABRIKAM&BroadbandDeviceName=

    devicename&BroadbandDevicePnpid=pnpidfromregistry/

· LCID is the User Language and Country ID from the Regional Settings in the registry.

· TCID is the TAPI Country ID in the registry.

· OfferCode, which comes from the [Signup] section of the Oobeinfo.ini file, may be used as an additional piece of information for OEM customization. If relevant, the OEM must identify the offer code(s) for the ISP.

· OS is the Windows operating system, identified in the registry:

1 = Windows 98 Second Edition or Windows Millennium Edition.

2 = Windows NT, Windows 2000, or Windows XP.

· BUILD is the build number of the operating system, and it comes from the registry.

· OEMName is from the [Branding] section of the Oobeinfo.ini file.

The ISP sign-up server must parse this data out of the URL request and use the information to appropriately determine what pages to show the end user.

Proper Functioning and Navigation of the ISP Sign-up Server

The ISP sign-up server that you create must have the following characteristics:

Format and Dimensions. An ISP sign-up server is to be displayed using HTML, DHTML, ActiveX, or other Internet technologies. It cannot run executable files. It must fit within the Display pane of the Windows Welcome full-screen window.

General Navigation. Navigation is fully controlled by you, but you must follow a few rules to ensure a positive end-user Windows Welcome experience. Include a Back button and a Next button on each page of the ISP offer except the last page, and include Back and Finish buttons on the last page.

Use standard hyperlinks for navigation from page to page. The Back button on the first page and the Finish button on the final ISP sign-up page are handled differently. They are described next in this document.

Navigation on the First Page of the ISP Sign-up Server. The first page of the ISP sign-up server must have a Back button in addition to a Next button. The Back button calls the Windows Welcome function window.history.Back. This returns the ISP offer page from the cache.

Navigation on the Last Page of the ISP Sign-up Server. The last page of ISP sign-up server must create an .ins file and then calls the window.external.processINS(url) function to download and process the .ins file. After the .ins file is downloaded, Windows Welcome automatically disconnects from the ISP sign-up server.

If you do not want the end user to be automatically disconnected after the .ins file is downloaded and processed, you can add the entry Keep_Connection = Yes in the [Custom] section of the .ins file. To close the connection, use window.external.Disconnect.

Finally, to end ISP sign-up, the Finish button on the last page of the ISP sign-up server calls the Windows Welcome function window.parent.GoNext. This ends the ISP sign-up phase and takes the end user to the final Windows Welcome settings.

For information regarding error handling when connecting to the ISP or processing the .ins file, see Appendix C, “Error Conditions Related to Windows Welcome” in this document.

Lastly, when the OEM has finished all aspects of coordinating the ISP sign-up offer with the ISPs, the OEM selects the OEM ISP Sign-up offer when building the Oobeinfo.ini file using Setup Manager. Doing this adds the following value to the [Signup] section of the Oobeinfo.ini file:

[Signup]

ISPSignup=Offline

Appendix A: 
ISP/INS File Reference

The .isp and .ins file formats are extensions of the Windows Dial-Up Networking (.dun) file format. These formats all conform to standard Windows .ini file conventions.

Windows .ini files have the following characteristics:

· An .ini file is divided into sections.

· Section headers are enclosed in square brackets. For example, [Entry] is the Entry section header.

· Each entry is a line of the form EntryName=EntryValue.

· Each section can contain multiple entries.

· Sections are delimited by one blank line.

· The order of sections is not important. A particular section can be placed anywhere in the .ini file.

· Comments in an .ini file begin with a semicolon (;).

For a complete reference to the .ini file format, see the Microsoft Platform Software Development Kit (SDK).

ISP File Information

The .isp file contains information a computer requires to dial up and connect to your ISP sign-up server. A single .isp file can be used by all clients who want to sign up. You can generate the .isp file by using another application if you prefer. In that case, you can use information in the following table to help you customize entries to point to your ISP sign-up server.

	[Section] or entry
	Comment
	Format
	Required?

	[Entry]
	Entry description.
	N/A
	Y

	Entry_Name =
	Name of the entry for your sign-up server connection listed in Windows XP Dial-Up Networking.
	Text string
	Y

	[Phone]
	Phone number description.
	N/A
	Y

	Dial_As_Is =
	Must be No for this release.
	No
	Y

	Phone_Number =
	Local portion of the POP telephone number.
	Numeric string
	Y

	Area_Code =
	Area/city code of the POP telephone number.
	Numeric string
	Y

	Country_Code =
	Country code of the POP telephone number.
	Numeric string
	Y

	Country_ID =
	The Country_Code and the Country_ID work together to represent the unique country combination. Country_ID is necessary because the same Country_Code can represent more than one country. For example, the United States and Canada both have 1 as the Country_Code.
	
	Y

	[Server]
	Dial-up access server description.
	N/A
	Y

	Type =
	Server type.

PPP is the only supported server type in this release.
	PPP
	N/A

	SW_Compress =
	Negotiate PPP software compression of data.
	Yes, No
	N/A

	PW_Encrypt =
	Encrypt password using Password Authentication Protocol (PAP) while authenticating log on.
	Yes, No
	N/A

	Negotiate_TCP/IP =
	Specifies whether to use TCP/IP network protocol. Must be Yes for this release.
	Yes
	N/A

	Disable_LCP
	Indicates whether the sign-up server handles LCP extensions.

The default setting is No.

If the sign-up server cannot handle LCP extensions, set to Yes to disable LCP on the client computer.

If the sign-up server can handle LCP extensions, set to No to enable LCP on the client computer.

This value is valid for Windows NT® clients only.
	Yes, No
	N

	[TCP/IP]
	TCP/IP settings description.
	N/A
	Y

	Specify_IP_Address =
	Specifies whether a static IP address is specified for client.
	Yes, No
	N/A

	IP_Address =
	Static IP address for client, if used.
	Standard IP address nnn.nnn.nnn.nnn
	Required if static IP address is used.

	Specify_Server
_Address =
	Specifies whether static DNS addressing is used.
	Yes, No
	N/A

	DNS_Address =
	Primary DNS server address, if static DNS addressing is used.
	Standard IP address nnn.nnn.nnn.nnn
	Required if static DNS address is used.

	DNS_Alt_Address =
	Alternate (secondary) DNS server address, if applicable.
	Standard IP address nnn.nnn.nnn.nnn
	Required if there is a secondary DNS address.

	IP_Header_Compress =
	Specifies whether to use IP header compression.
	Yes, No
	N/A

	Gateway_On_Remote =
	Specifies whether to use default gateway on a remote network.
	Yes, No
	N/A

	[User]
	Log on description.
	N/A
	Y

	Name =
	The user name used to log on to the sign-up server—for example, “guest.”
	Text string
	Y

	Password =
	The password used to log on to the sign-up server.
	Text string
	Y

	Requires_Logon =
	Log on requirement setting.

The default setting is No.

Set this entry to Yes to ensure that the client computer has Windows logon authentication turned on. (Providing a Windows password enables access to the Windows Me, Windows 95, or Windows 98 password cache, where the ISP password is stored. This option is particularly useful if you assign long random strings as passwords.)

Windows Me, Windows 95, or Windows 98 clients only.
	Yes, No
	N

	[URL]
	URL description.
	N/A
	Y

	Signup =
	The initial URL used during sign-up.
	Valid sign-up server URL
	Y

	Reconnect =
	The secondary URL used in the case of a disconnect or a server error.
	Valid sign-up server reconnect URL
	Y

	[Support]
	Customer support number.
	N/A
	Y

	Support_Number=
	Customer support number to appear on New Connection Wizard sign-up server-connection error page.
	String
	Y


Sample .Isp File

The following section contains text entries for a sample .isp file:

[Entry]

Entry_Name=Fabrikam Corporation Sign-Up

[Phone]

Dial_As_Is=no

Phone_Number=123-4567

Area_Code=123

Country_Code=1

Country_ID=1

[Server]

Type=PPP

SW_Compress=yes

PW_Encrypt=no

Negotiate_TCP/IP=yes

[TCP/IP]

Specify_IP_Address=no

Specify_Server_Address=no

IP_Header_Compress=yes

Gateway_On_Remote=yes

[User]

Name=guest

Password= 

[URL]

Signup=http://1.2.3.4/scripts/signup.exe

[Support]

Support_Number = 800-555-5555

.Ins File Information

After successful ISP sign-up, your ISP sign-up server must download an .ins file to configure the new subscriber’s computer. The .ins file contains the parameters needed to set up Internet access and service for the subscriber.

The .ins file must be generated dynamically by your ISP sign-up server, using the data collected from the new subscriber during sign-up. The dynamically generated .ins file is then downloaded to the client computer after a successful sign-up operation. The .ins file is made unique for each user who signs up by including the Name and Password in the .ins file. If you do not want to include the subscriber’s real name and password in the .ins file, you must use placeholder values.

The ISP sign-up server at your site must generate an .ins file for each new subscriber according to the format specifications described in the following table, and customized to point to the correct access POP server for your subscriber’s location.

The .ins file contains the parameters needed to set up Internet access and service for the subscriber.

If the .ins file is generated for a build-to-order computer, and is being generated dynamically by your ISP sign-up server, it can use the data collected from the new subscriber during the sign-up operation.

After a successful sign-up operation, the dynamically generated .ins file downloads to the client computer. The .ins file is made unique for each user who signs up by including the Name and Password in the .ins file. If you do not want to include the subscriber’s real name and password in the .ins file, you must use placeholder values.

The ISP sign-up server at your site must generate an .ins file for each new subscriber according to the format specifications described in the following table and customized to point to the correct access POP server for your subscriber’s location.

For more information about the .ins file format, see the Microsoft Windows XP Preinstallation Reference (Ref.chm), available in Deploy.cab, located in the \Support\Tools folder on the Windows XP product CD.

	[Section] or entry
	Comment
	Format
	Required?

	[Entry] 
	Entry description.
	N/A
	Y

	Entry_Name =
	Name of the entry for this connection as listed in Windows XP Dial-Up Networking.
	Text string
	Y

	[Phone]
	Phone number description.
	N/A
	Y

	Dial_As_Is =
	Use No unless the user requires special dialing rules to contact the POP server.
	Yes, No
	Y

	Phone_Number =
	Local portion of the POP telephone number.
	Numeric string
	N/A

	Area_Code =
	Area/city code of the POP modem number.
	Numeric string
	Y

	Country_Code =
	Country code of the POP modem number.
	Numeric string
	Y

	Country_ID =
	Country_ID is necessary because the same Country_Code can be used for dialing different countries. For example, the United States and Canada both have 1 as the Country_Code.
	Numeric string
	Y

	[Server]
	Dial-up access server description.
	N/A
	Y

	Type =
	Server type. PPP is the only supported server type in this release.
	PPP
	N/A

	SW_Compress =
	Negotiate PPP software compression of data.
	Yes, No
	N/A

	PW_Encrypt =
	Encrypt password while authenticating log on.
	Yes, no
	N/A

	Negotiate_TCP/IP =
	Whether to use TCP/IP network protocol. Must be Yes in this release.
	Yes
	N/A

	Disable_LCP
	The default setting is No.

Whether the authentication server can handle LCP extensions.

Windows NT clients only.
	Yes, No
	N

	[TCP/IP]
	TCP/IP settings description.
	N/A
	Y

	Specify_IP_Address =
	Specifies whether a static IP address is specified for the client.
	Yes, No
	N/A

	IP_Address =
	Static IP address for client, if used.
	Standard IP address nnn.nnn.nnn.nnn
	Required if using static IP address.

	Specify_Server_Address =
	Specifies whether static DNS addressing is used.
	Yes, No
	N/A

	DNS_Address =
	Primary DNS server address, if static DNS addressing is used.
	Standard IP address nnn.nnn.nnn.nnn
	Required if static DNS address is used.

	DNS_Alt_Address =
	Alternate (secondary) DNS server address, if applicable.
	Standard IP address nnn.nnn.nnn.nnn
	Required if there is a secondary DNS address.

	IP_Header_Compress =
	Specifies whether to use IP header compression.
	Yes, No
	N/A

	Gateway_On_Remote =
	Specifies whether to use default gateway on remote network.
	Yes, No
	N/A

	[User]
	Logon information.
	N/A
	Y

	Name =
	The user name used to log on.
	Text string
	Y

	Password =
	The password used to log on.
	Text string
	Y

	Display_Password =
	The default setting is No.

Specifies whether the user name and password are displayed to the user when sign-up is completed.
	Yes, No
	N

	[Favorites]
	Description of the links to add to the Favorites list.
	N/A
	N

	Subdir\URL1 =
	First Favorite to create.

Full URL for a file specifying a Favorites list entry.

Subdir\ is optional.
	Valid URL
	N/A

	Subdir\URL2 =
	Second Favorite to create.
	Valid URL
	N/A

	…
	Additional entries.
	Valid URL
	N/A

	[Internet_Mail]
	Description of the POP3/SMTP setup.
	N/A
	N

	Email_Name =
	The full name of the user; for example, “Joseph A. User”.
	Text string
	N/A

	Email_Address =
	Return address of the user; for example, “Joseph A. User”.
	Text string
	N/A

	POP_Server =
	POP3 server address; for example, “mail.fabrikam.com”.
	Valid IP address or logical name 
	N/A

	POP_Server_Port_Number =
	Port number used by the POP3 server; for example, “110”.
	Valid port number
	N/A

	POP_Logon_Name =
	POP3 logon name.
	Text string
	N/A

	SMTP_Server =
	SMTP server address; for example, “mail.fabrikam.com”
	Valid IP address or logical name 
	N/A

	SMTP_Server_Port_Number =
	Port number used by the SMTP server; for example, 25.
	Valid port number
	N/A

	Install_Mail =
	0 = Do not install Microsoft Internet Mail and News client.
1 = Install Microsoft Internet Mail and News client.
	0, 1
	N/A

	[Internet_News]
	Description of the NNTP setup.
	N/A
	N

	NNTP_Server =
	NNTP server address; for example, “news.bitsb.com”.
	Valid IP address or logical name 
	

	NNTP_Server_Port_Number =
	Port number used by the NNTP server; for example, 119.
	Valid port number
	N/A

	NNTP_Logon_Name =
	NNTP logon name.
	Text string
	Required if news server requires log on.

	NNTP_Logon_Password =
	NNTP logon password.
	Text string
	Required if news server requires log on.

	Install_News =
	0 = Do not install Microsoft Internet Mail and News client.
1 = Install Microsoft Internet Mail and News client.
	0, 1
	N/A

	Logon_Required =
	Specifies whether to require log on.
	Yes, no
	N/A

	[URL]
	URL section.
	N/A
	N

	StartURL=
	Reserved for the OEM. Do not specify this setting unless you have the OK from your OEM partner.
	Valid URL
	N/A

	Home_Page=
	Reserved for the OEM. Do not specify this setting unless you have the OK from your OEM partner.
	Valid URL
	N/A

	Help_Page=
	Reserved for the OEM. Do not specify this setting unless you have the OK from your OEM partner.
	Valid URL
	N/A


Sample .Ins File

The following section contains text entries for a sample .ins file.

[Entry]

Entry_Name= Fabrikam Corporation

[Phone]

Dial_As_Is=no

Phone_Number=123-4567

Area_Code=123

Country_Code=1

Country_ID=1

[Server]

Type=PPP

SW_Compress=yes

PW_Encrypt=no

Negotiate_TCP/IP=yes

[TCP/IP]

Specify_IP_Address=no

Specify_Server_Address=no

IP_Header_Compress=yes

Gateway_On_Remote=yes

[User]

Name=InternetUser

Password=secret

[Favorites]

Microsoft Software and Service\Microsoft Product Support Services. url=http://www.microsoft.com/support/

Appendix B
Enhanced Dialing Services for ISP Sign-up

As an ISP, you may want to use enhanced dialing services not provided by Dial-Up Networking. You can take advantage of enhanced dialing services using Connection Manager, which is included in Windows XP.

If you want to use Connection Manager instead of Dial-Up Networking, use one of the two following solutions.

· Customize the .ins file to support a Connection Manager service profile.

· Place all Connection Manager settings in the Internet Explorer .ins file.

Customizing the .Ins File to Support a Connection Manager Service Profile

The easiest way to use enhanced dialing services involves creating a distributable Connection Manager service profile, and then incorporating support for that profile into the .ins file. This profile can be downloaded to the end user’s computer just prior to the .ins file processing, by using the getFile function. After the service profile is saved to the appropriate location, you can use the ProcessINS function to download an .ins file.

The following procedure describes the creation of the Connection Manager service profile, and the modifications that must be made to the .ins file to support the service profile.

To Customize the .ins file to support a Connection Manager service profile

1. Use the Connection Manager Administration Kit (CMAK) that is distributed with Windows 2000 Server to recreate a distributable Connection Manager profile.

2. In the Connection Manager Customization dialog box in the Customizing Setup section of the Internet Explorer 6 Customization Wizard, include the service profile for the installation package.

6. In the [Entry] section of the .ins file, specify a service name that is identical to the ServiceName entry specified in the [Connection Manager] section of the Connection Manager .cms file that was generated when you created the service profile.

7. In the [Custom Dialer] section of the .ins file, type the following two entries, which enables Connection Manager to be used as the default dialer for Internet Explorer (although users must still set the default on their computers):

Auto_Dial_DLL=cmdial32.dll

Auto_Dial_Function=_InetDialHandler@16

8. In the [Custom] section of the .ins file, type the following entries:

Run=icwconn2.exe

Keep_Connection=yes

9. In the [ClientSetup] section of the .ins file, specify the following two entries:

Done_Message=End of Signup Message
Explore_Command=URL/Window to Launch for Initial CM Connection
Note   If you do not specify both entries, the end user might receive error messages.

10. In the .ins file, to set the user data, create Connection Manager [Entry], [User], [Phone], and [Backup Phone] sections, and specify the following entries for each section:

[Entry]
Entry_Name=ServiceProfileServiceName


[User]
Name=UserName
Password=UserPassword   ;(in plain text)
Tunnel_Domain=LogonDomain   ;(for logon dialog box, if appropriate)
Tunnel_Name=UserName   ;(for VPN, if appropriate)
Tunnel_Password=UserPassword   ;(in plain text, for VPN, if appropriate)
UserNamePrefix=RealmNameToBePrefixedToUserName
UserNameSuffix=RealmNameToBeSuffixedToUserName

[Phone]
Phone_Number=PrimaryAccessNumber
Dial_As_Is=YesOrNo
Country_ID=TAPICodeForCountry/Region   ;(use only if Dial_As_Is=Yes)
Area_Code=AreaCodeAppendedToNumber   ;(use only if Dial_As_Is=Yes)


[Backup Phone]
Phone_Number=BackupAccessNumber
Dial_As_Is=YesOrNo
Country_ID=TapiCodeForCountry/Region   ;(use only if Dial_As_Is=Yes)
Area_Code=AreaCodeAppendedToNumber   ;(use only if Dial_As_Is=Yes)

For more information about editing the .cms file for Connection Manager, see the CMAK Help. For more information about editing the .ins file for Internet Explorer, see the IEAK Help.

Placing All Connection Manager Settings in the Internet Explorer .Ins File

If you do not want to download a Connection Manager profile during ISP sign-up, Windows Welcome does support incorporation of all Connection Manager service-profile information in the .ins file, which it then uses to create the service profile and install it on the end user’s computer. After the initial Connection Manager service profile is installed, the end user can use it to connect and obtain another service profile (a full-service profile that includes all required attached files).

To provide this support, create the initial Connection Manager service profile by using the CMAK, and then copy the information from the service-profile files directly into the appropriate sections in the .ins file by using the following procedure. The CMAK is available in Windows Server, Windows Administration Pack, and from other sources. When Windows Welcome downloads the .ins file, it recognizes information in these sections that belong to the .cmp, .cms, pbk, .pbr, and .inf files normally used in a Connection Manager service profile, and uses them to create the appropriate service-profile files.

Note   Do not take these steps if the end user already has the service profile. To update an existing service profile, see Step 1 of the procedure “To customize the .ins file to support a Connection Manager service profile” in this document.

To download an initial Connection Manager service profile using the .ins file

3. Use the latest version of the CMAK to create a Connection Manager service-profile file (.cmp) and, if appropriate, use advanced customization techniques to further customize it.

4. Test the service profile on all supported platforms.

5. In the Internet Explorer .ins file, create a [Connection Manager CMP] section, and then copy the information from the .cmp file (created in Step 1) into this section. Change all section titles from the .cmp file so that, instead of being enclosed with square brackets, they are enclosed with braces (curly brackets). For example, change [Profile Format] to {Profile Format}. The braces indicate that they are subsections, not sections, of the .ins file. For example:

[Connection Manager CMP]
{Profile Format}
.
.
.
{Connection Manager}

Note   The [Connection Manager CMP] section contains user-configurable data such as the user name, domain, password, phone numbers, and so on. Specify the appropriate entries in this section in order to populate a profile with this data.

11. In the .ins file, create a [Connection Manager CMS 0] section, specify the name of the .cms file instead of the placeholder (ServiceProfileFileName), and then copy the information from the .cms file into this section. Remember to change the brackets in the .cms file to braces, as in the previous step. For example: 

[Connection Manager CMS 0]
CMSFile=ServiceProfileFileName
Contents from this .cms file

Note   If you have merged service profiles, you must create a section for the .cms file of each merged service profile. Specify the section name [Connection Manager CMS 1] for the first merged service profile, the name [Connection Manager CMS 2] for the second merged profile, and so on.

12. In the .ins file, create a [Connection Manager PBK 0] section, specify the name of the .pbk file instead of the placeholder (PhoneBookFileName), and then copy the information from the .pbk file into this section. Remember to change the brackets in the .pbk file to braces, as covered earlier. For example:

[Connection Manager PBK 0]
PbkName=PhoneBookFileName
Contents from this .pbk file

Note   If you have merged service profiles that contain phone books, you must create a section for each additional phone book (.pbk) file. Specify a section name of [Connection Manager PBK 1] for the first merged phone book, [Connection Manager PBK 2] for the second one, and so on.

13. In the .ins file, create a [Connection Manager PBR 0] section, specify the name of the .pbr file instead of the placeholder (PhoneBookRegionFileName), and then copy the information from the .pbr file into this section. Remember to change the brackets in the .pbr file to braces, as covered previously. For example: 

[Connection Manager PBR 0]
PbrName=PhoneBookRegionFileName
Contents from this .pbr file

Note   If you have merged service profiles that contain phone books, you must create a section for each additional phone book region (.pbr) file. Specify the section name [Connection Manager PBR 1] for the first merged phone book, the name [Connection Manager PBR 2] for the second one, and so on. Remember that each .pbk file must have a corresponding .pbr file of the same name.

14. In the .ins file, create a [Connection Manager INF] section, and then copy the information from the .inf file into this section. Remember to change the brackets in the .inf file to braces, as covered previously. For example: 

[Connection Manager INF]
Contents from the .inf file

15. Before posting the .ins file to the ISP sign-up server, test it on all supported operating systems.

Appendix C
Windows Welcome Errors

This appendix covers ISP connection errors and .ins file processing errors.

ISP Connection Errors

When the browser window of Windows Welcome detects a server error or becomes disconnected, it automatically displays an error screen asking the end user if they want to redial. If the end user chooses to redial, the the .isp file redials and the user is connected to a backup URL specified in the same section of the .isp file:

Reconnect=https://signup.isp_name.net/reconnect.asp?

where:

signup.isp_name.net/reconnect.asp indicates the URL of the ISPs reconnect page.

Notes   The question mark is required.

In order to navigate back to the page in the ISP sign-up offer immediately prior to the page that goes online, the Back button (or equivalent) must call the following function: 

window.history.goBack();


When sending the end user to the reconnect URL, Windows Welcome appends data in name/value pairs to the end of the URL as it did on the first connection, but it appends one additional value that is not sent on the first connection:

http://signup.fabrikam.com/reconnect.asp?LCID=1&TCID=1

(&ISPSignup=MSN&OfferCode=0&OS=1&BUILD=XXXX

(&OEMName=FABRIKAM&Error=0

where Error is the type of error that occurred. A value of 0 indicates a disconnect error occurred, and a value of 1 indicates that a server error occurred.

Design the reconnect URL on the ISP sign-up server such that it displays an error message appropriate to the type of error that occurred. It should also “sniff” the registry to determine what items have been completed, and redirect the end user to the appropriate sign-up server page when they click Next.

You can track the number of times a server error has occurred by using the following function:

HRESULT set_RegValue(‘HKEY hKey,BSTR bstruSubKey,BSTR bstrName, 
(
VARIANT vValue’)

The second time a server error occurs, Windows Welcome redirects the end user to the error message “The Internet service provider you selected is currently experiencing difficulties.”

The Reconnect URL can determine that this is the same user (by using cookies, for example), and navigate the user automatically to where he or she was when, or before, the error occurred.

window.external.ProcessINS( [URL to INS file or path to local INS file ]
(
 );

.Ins File Processing Errors

If the .ins file processing succeeds, this function returns “true.” If it fails for any reason, it returns “false.” The correct error handling can be provided by the ISP sign-up server by using script, based on this return value. For example:

<SCRIPT>

//try to process the INS file

if (window.external.ProcessINS("MyINSFile.INS") != true)

{

   //an error has occurred, take the appropriate action

}

else

{

  //continue normally

}

</SCRIPT>

ISP File Processing Failures in an ISP Sign-up Offer

If the OEM provides build-to-order computers to its customers, the OEM can offer Internet service to its customers when they order their computer. The OEM can collect end-user information, determine an e-mail name and POP, and turn on the account at order time. Then when the computer is built in the factory, the OEM can preconfigure it for this new Internet account. Ultimately, this is the best Internet sign-up experience that end users can have—they turn on the computer and the Internet works.

For more information about preconfiguring an Internet account on a build-to-order computer, see “Configuring Internet Settings at the Factory,” earlier in this document.

If there is an error processing the .ins file, the end user is prompted with an error page. This error page informs the end user that the Internet connection was not properly configured, and it asks the end user to call his or her Internet service provider. The page is then populated with the ISP name and support phone number from entries contained in the Ispcnfg.ins file. This information is also saved to the desktop as an HTML file for later reference.

Since the OEM tests .ins files at the factory, Ispcnfg.ins errors should not occur on a computer that has a factory set ISP sign-up offer. However, if an error occurs while Windows Welcome is processing the Ispcnfg.ins file, it sets an .ins failure flag in the registry:

HKLM\SOFTWARE\Microsoft\Internet Connection Wizard\INS Processing

Windows Welcome also records, in the registry, the ISP name and support phone number from the .ins file. The New Connection Wizard completed bit is not set.

Windows Welcome then proceeds to the user interface for ISP sign-up, and displays a Windows Welcome error page. This error page informs the end user that Internet preconfiguration failed and asks them to call the ISP support phone number, which is derived from the just-set registry entry.

When the end user clicks Next on the error page, the error page calls the ISPSignupComplete interface that ends the ISP sign-up phase of Windows Welcome.

If the user tries to start Internet Explorer or Outlook Express after Windows Welcome finishes, an existing New Connection Wizard error message is triggered that resembles the error message encountered during Windows Welcome. After the end user clicks OK in that error message, the New Connection Wizard completed bit is set. If the user tries to start Internet Explorer or Outlook Express after that, they simply see a standard Internet Explorer or Outlook Express error message related to not being able to connect.

