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1. Scenario

Hotpro.com like many start-ups does not have enough time to build the infrastructure necessary to insure periodic backups are made of their web server configuration.  Also, backup files even when they are made often become out of date very rapidly, so in the event of an emergency are of less value.

Through the availability of Automatic History files, that IIS generates each time the Metabase file (metabase.xml by default) was saved to disk, in the event of a configuration disaster, Hotpro.com would be able to recover to prior configuration, even if they did not make an explicit backup of their configuration.

Automatic History does not eliminate the need to still do backups and especially backups to external storage mediums (tape, disk, etc…).



2. API Definition

 The existing Restore method does not provide sufficient parameters to uniquely identify an Automatic History generated file.  Thus the following method signature is required to correctly identify an automatic history file for use with Restore:

1. RestoreHistory

IMSAdminBase2::RestoreHistory(


LPCWSTR pszMDHistoryLocation,


dwMDMajorVersion,

dwMDMinorVersion,


dwMDFlags


);

 

Parameters:

LPCWSTR pszMDHistoryLocation,

This parameter would describe the path that should be searched for the file implied by the Major and Minor versions (or Flag).  Even though the History directory is in a well-known location, (%iisdir%\history) it provides for the ability to restore archived history files that may have been transferred to removable media (disk/cd/tape).  If this parameter is NULL we will default to the well-known location, (%iisdir%\history).


dwMDMajorVersion,

dwMDMinorVersion,

These parameters correspond to the Metabase.xml file’s version stamp.  They are used to construct the file name of the backup file.  History files are named:

Metabase.xml.<Major Version #>.<Minor Version #>


dwMDFlags

The flag is set to RESTORE_LATEST would signal the API that the Major and Minor version parameters are to be ignored and the history file at the HistoryLocation with the largest Major (and corresponding largest Minor version) should be restored.  If this flag is specified, the dwMDMajorVersion, dwMDMinorVersion parameters must be set to 0 (zero).

Return Values

Returns an HRESULT that contains one of the values listed in the table below. Other errors can also be returned that are passed through from the file system, or from a CryptoAPI when secure metabase data is being saved, or from registry operations. 

	Value
	Description

	E_INVALIDARG
	An argument was invalid.

	ERROR_INVALID_DATA
	The data is invalid.

	ERROR_NOT_ENOUGH_MEMORY
	Insufficient memory to perform the operation.

	ERROR_SUCCESS
	The method succeeded.

	MD_ERROR_INVALID_VERSION
	The specified version is invalid.

	MD_WARNING_INVALID_DATA
	Invalid metabase data.

	MD_WARNING_PATH_NOT_FOUND
	The specified path was not found.


Failure conditions

Invalid location – in the event an invalid location is specified return MD_WARNING_PATH_NOT_FOUND.

Invalid Major or Minor Version – version numbers are 32bit unsigned integer values.  If the corresponding metabase.xml file with the automatic history Major/Minor version is not found, return MD_ERROR_INVALID_VERSION.

Invalid arguments or flags, return E_INVALIDARG.

Restore fails, depending on the reason, return ERROR_INVALID_DATA, ERROR_NOT_ENOUGH_MEMORY, MD_WARNING_INVALID_DATA.

2. EnumHistory

The IMSAdminBase::EnumHistory method enumerates the automatic metabase history in a specified backup location. Repeated calls to this method, increasing dwMDEnumIndex from 0, will return information for each metabase history file in the history location until HRESULT_FROM_WIN32 (ERROR_NO_MORE_ITEMS) is returned. 

IMSAdminBase2::EnumHistory(


LPCWSTR pszMDHistoryLocation,


pdwMDMajorVersion,

pdwMDMinorVersion,


pftMDHistoryTime

dwMDEnumIndex


);

 
Parameters

pszMDHistoryLocation

On input, a buffer of length MD_BACKUP_MAX_LEN times sizeof(WChar) containing an empty string or a string of up to MD_BACKUP_MAX_LEN Unicode characters that identifies the history location. If an empty string is input, the method will enumerate history in the default History file location (%IISDIR%\history), returning the history location in this parameter. If a history location is specified on input, only history files in the specified location will be enumerated.

pdwMDMajorVersion

Receives the major version number of the history file.

pdwMDMinorVersion

Receives the minor version number of the history file.

pftMDHistoryTime

Receives the date and time of the history file, in Universal Time Coordinate (UTC), formerly GMT (Greenwich Mean Time).

dwMDEnumIndex
Specifies the index number of the history file to be enumerated.

Return Values

Returns an HRESULT that contains one of the following values, or any errors from the file system converted to HRESULT.

	Value
	Description

	ERROR_INVALID_NAME
	Specified name is invalid.

	ERROR_NO_MORE_ITEMS
	No more items to enumerate.

	ERROR_NOT_ENOUGH_MEMORY
	Insufficient memory to perform the operation.

	ERROR_SUCCESS
	The method succeeded.


3. Public Exposure
The export and import methods need to be publicly available through Admin base object, ADSI, and WMI.  
 
The UI should take advantage of these methods through Backup/Restore dialogs

In ADSI and WMI, in both Enum and Restore APIs the pszMDHistoryLocation parameter should be optional.
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5. Rejected Topics
This section of the specification lists topics that were considered but the team has rejected.  This provides a historical record that will aid in bringing new team members up-to-date and help defend/support the teams current thinking in the spec.
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