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Preface 

This document specifies the testing that will be performed on the Fax Service Admin MMC SnapIn. 

Development spec: 

Test Strategy

· Ad-hoc & Manual testing. 
UI automation is dangerous because 
– It may miss simple bugs that the eye catches easily.
– UI may change, thus tests need to be changed accordingly.
– Ad hoc is the best in UI testing.

· Test the APIs layer separately from the UI layer.

· Strive to automatically test the UI all the way from the GUI to the verify functionality. Use visual test to automate test cases.

· Compose a “Behavior Verification Test” suite that verifies the service behaves according to the objects’ settings. Test cases will be property specific, that is, each test case will set a single object property and verify its affect on service behavior. 
If time permits we will also implement more complex test cases.


Issues

1. For the next approaching BOS/SBS milestone (3/1/2000) we will not support admin COM interface but public C APIs only.

However this might be changing in the next coming up milestones.

Any test tools developing should be guided by the possibility of supporting COM interface in the future and test should be designed to replace the C API with COM interface in minimum cost.  

Implementation Strategy

Implementation will be incremental.

1. Implement the basic “Set-Get Test” suite.

2. Due to vast scope of the “Behavior Verification Test” suite we will first determine the properties more crucial (important and higher risk) for testing and the extent of coverage each should receive.
We will compose a fully detailed test case list for each property (in addition to this document).

3. For testing the UI functionality use existing tools: 

· SendBroadcastFax for sending a broadcast fax (service configuration affects). 

· Our implemented VFSP/EFSP, enhance them to support any number of devices per provider.

· The C API framework (service configuration affects).

4. For testing the UI functionality write the following:

- Routing extension providers with many methods.

5. Write a test using visual test to check components existence and hidden AV when stressing the UI with many mouse actions / displays selection etc.

Test Categories:

Testing will be divided into two areas:

A. UI Shallow Tests

UI Shallow test will cover those test cases that will test the Admin MMC components existence, minimal functionality and proper display.

B. UI Functionality Tests

UI Functionality tests will cover the cases that test the Admin MMC functionality.

1 UI Shallow Tests

· Connecting the admin snap in.

· Connecting from the local machine.

· Connecting from remote machine.

· Connecting from the Start/Programs menu.

· Use the Active Directory Users and Computers management application to invoke the server’s MMC.

· Start concurrent admin sessions.

We accept inconsistencies due to concurrent sessions, but we do not accept AV’s, unstable COM objects etc.

Verify that concurrent admin sessions of completely different areas are successful 
 if they were not concurrent.

Verify that concurrent admin sessions that should have been mutually exclusive leave the admin in a stable and coherent state.

· UI Components and Display

· Check for existence and proper naming of all menu(Action, View).

· UI Refresh.

· Verify all menu items defined for the selected object appear in the Actions and view menus.

· Check UI Right Click Menu items.

Verify all menu items defined for the selected object appear in the “Right Click” menu.

· Check UI enabled \ disabled menu items.

· Verify that menu items are enabled or disabled according to the state of the selected object.

· The tool tip

· Moving up/down prioritized items.

· Status bar.

· Miscellaneous

· Reading from registry / saving to registry

· Settings persistence after restarting the service / reinstalling / upgrading.

· Persistence of properties sheets and settings when saving / applying /switching pages views.

· Setting minimum/maximum/valid/invalid values of edit boxes.

2 UI Functionality Tests

· Fax Device settings.

· Verify devices answer calls and send faxes according to send \ receive settings.

· Verify setting of a device’s priority affects the priorities of all other devices.

· Verify that service correctly enumerates all devices that support fax.

· Add \ remove devices while service is down, and verify Admin objects and UI are correctly refreshed at service start up.

· Device send /read enabled/disabled settings are actually carried out.

· Number of rings before answer.

· Proper device status displaying.

· Server settings.

Verify sending behaves according to server settings.

· Make sure faxes scheduled for sending during discount rates are sent according to server “Discount Time” settings. Check that queued “discount” documents are rescheduled when “discount” setting change.

· Queued jobs are rescheduled according to “Retries” and “Retry Delay”.

· Verify a banner is printed according to “Branding” property settings.

· Verify an unsent job (regular \ broadcast) is kept in queue for “Dirty Days” days before it is removed. Also verify removal of job is logged.

· Enable / disable user’s cover page.

· Stopping and starting the server.

[TBD]

· Inbound Routing Methods.

· Verify that for every device object the proper routing provider object is displayed at service start up and it contains all installed Inbound Routing Extensions’ routing methods.

· Verify that routing methods are invoked according to routing method priority.

Verify that changing the priority of a routing method affects the priorities of all other routing methods on that server.Verify that routing is carried out according to the routing method settings (for instance, the fax is routed to the folder defined in the settings). 

· Outbound Routing.

· Verify default rules cannot be deleted.

· Verify an outbound call is handled by the desired FSP, as indicated by the “Device Type” property of the corresponding outgoing rule.

· Verify selection of the device within above FSP is according to device priority, unless the rule indicates a specific device.

· Creating new groups / Deleting groups.

· Adding rules.

· Removing rules and how does this reflects in the group.

· Creating overlapping groups / group with common devices.

· Adding new FSP, the new devices should appear in the all devices group.

· Modifying the rules while the device is sending.

For detailed spec refer the document OutRout_spec.doc.

· Managing the Outbox.

Specified in QfunctionalitySpec.doc.

· Managing the Inbox.

· Controlling the quota limit.

Quota is exceeded a warning to the log event is sent.

· Dirty days.

Scenario: service was disabled. Dirty days had passed. Service is enabled. What happens?

· Blocking the inbox.

· Jobs icons displayed in correlation with jobs status.

· Folder operations.

· Check the view of the jobs in queue from the client UI (archive box is not checked).

Verify deleted faxes can be found in the recycle bin.

· Managing the Sent Items.

· Controlling the quota limit.

Quota is exceeded a warning to the log event is sent.

· Dirty days.

· Jobs icons displayed in correlation with jobs status.

· Folder operations.

· Check the view of the jobs in queue from the client UI (archive box is not checked).

· Configuring Server Printer Share

[TBD]

· Inbound and Outbound Activity Log.

[TBD]

· Security Issues.

Specified in FaxSecuritySpec.doc.

· Cover Pages.

· Add existing cover page.

· Create a new cover page.

· Modify cover page.

· Delete a cover page.

· Verify cover page actions (Open\ Delete \ Rename) are correctly carried-out.

· Activity Reports.

Verify that reports reflect correct data\ measurements.

· Outgoing Faxes – status distribution.

· Incoming Faxes – status distribution.

· Outgoing/Incoming faxes – 24hrs stress distribution.

· Outgoing faxes – Sender distribution.

· Outgoing faxes – Recipient Information.
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