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CometFax Inbound Routing Extension Test Cases:

Preface – 

· All following test cases refer to the Inbound Routing Extensions that are registered on the server machine and should be run on NT5 platform.

Test Strategy:
Our intention is to test how the CometFax service responds to different Inbound Routing Extension implementations.

We will implement a generic Inbound Routing Extension that will be “programmable” to the level of each API behavior, and thus achieving a fully programmable Routing Extension.

This is similar to our EFSP testing strategy.
Issues:

[TBD]

Implementation Strategy:

Implementation will be incremental.

1. Convert the EFSP named pipes framework to work with Routing APIs.
Should be trivial.

2. Implement different API behaviors (as described in test cases), “pluggable” to above framework.

Test Categories:

1. Number of Routing Methods per Ext.
E.g. Implement a routing extension with a very-large number of routing methods.
Implement a routing extension with zero routing methods.

2. Exported APIs.
Implement a routing extension that does not export all required APIs.
Verify that registration fails.
* Also check an Ext. that exports more than required.

3. Actions on the Fax File List – within the same routing extension.
This is a list of files to which any routing method may add files or remove files from. The list is controlled by the service and routing methods may call service APIs asking the service to perform action on the list in their behalf.
Verify that any legal action is carried out by the service and that any illegal action (E.g. attempting to erase the original received tiff file from the list) is not carried out.

4. Actions on the Fax File List – across routing extensions.
That is, methods from one routing extension-performing actions on files added by a routing method from another extension.

5. Fax File List limitations.
File size, total list size, number of files, file names, file formats, etc.

6. The FAX_ROUTE structure and its RoutingInfoData member.
The service passes this structure from one routing method to the next, as each routing method is invoked (in order of priority).
A routing method may call the FaxRouteModifyRoutingData service API to modify the RoutingInfoData member of this structure. The new (modified) structure will be passed to the routing method next in priority.
Verify that service modifies the RoutingInfoData as requested by routing methods.

7. Adding and removing Devices.
Verify that the service calls the FaxRouteDeviceChangeNotification routing extension API, for every registered routing extension, whenever a device is added or removed.

8. APIs causing AV.

9. API failures with legal and illegal error values.

10. API out parameters.
Implement APIs that do not set their out parameters, that set them illegally, etc.

11. API “hangs”.
The API will sleep for a given (long) time.
Verify that service has a timeout and returns a failure status.

Inbound Routing Extension test parameters:

1. Which APIs the Routing Ext. exports.

2. How many routing methods the Routing Ext. exports.

3. API return values and error values.

4. Setting of API out parameter values (NULL, invalid, illegal)

5. Calls to service callback routines.

6. Actions API performs on the fax file list.
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