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1.
Test Plan Identifier

OPT-STP-xx

2.
Introduction

This document is prepared according to the guidelines in IEEE Std 829-1983 “IEEE Standard for Software Test Documentation”. 

2.1. Objectives

Open Port is developing Fax Service Provider (FSP) software modules for Microsoft that will be bundled with NT 5.0 Proxy Server, NT 5.0 Small Business Server (SBS) and NT 5.0 BackOffice Server.   An FSP shall allow faxes that are originated from a Microsoft Fax Client (MFC) to be more cost-effectively delivered via the public Internet.   At a high-level, the FSP acts as a link between the Microsoft Fax Server (MFS) application and an Internet Service Provider’s (ISP’s) IP Fax service.

2.2. References

[1] Open Port Technology’s Fax Service Provider (FSP) Market Requirement Document for Microsoft – Omey Nandyal and Jennifer Schuster 08/26/98.

Scope

This document is intended to finding strategies to thoroughly test the FSP and its functionality against MFS and MFC bound faxes.

Platform Requirements

The FSP shall be compatible with the following platforms.

· Windows NT Server 5.0

· Windows NT 5.0 Microsoft Management Console

· Windows NT 5.0 Proxy Server

· Windows NT 5.0 Small Business Server

· Windows NT 5.0 BackOffice Server

· Intel x86 Hardware

· DEC Alpha Hardware
4.
Features Tested

This test plan is intended to exercise the functions of the Microsoft FSP Deliverables and verify that it behaves as specified in the document in ref [1].

Login to FSP Network

Login to the FSP Network will involve getting connection to FSP Host machine with a valid IP address and Port Number and then initiating a Login command.  Login will require a Phone Number as an Account Id and Password with an IP address of the name of the authenticating server.  IGAPI/FSP-API.

Logout of FSP Network

A user has to be logged in before testing this functionality.  Logging out of the FSP Network will be tested without having to adopt a particular format. IGAPI/FSP-API.

Getting MFS User Defaults
In order to make any necessary changes or to view an End User Defaults (End Users’ Personal Defaults for Fax Transmission) an FSP Administration will be able to get the desired information from the MFS upon request.  The Administrator will make a function call to accomplish this task.  FSP Administrator will make several of these function calls for proper functionality check.  Negative function calls will also be made for proper error notification. Please note that the Getting of Defaults also include Getting information such as Number of Retries, Maximum Retries, Fax Header, and the option whether to use Fax Header or not.   IGAPI/FSP-API.

Setting MFS Defaults

A function call will enable FSP Administrator to set the MFS Account Default in the FSP Network.  A number of function calls with various settings for a particular user will help testing this functionality of the FSP.   This test should not involve any fax send to the FSP Network.  Please note that the Setting of Defaults also include Setting information such as Retries, Maximum Retries, Fax Header, and the option whether to use Fax Header or not. IGAPI/FSP-API.

Sending Fax

A send function without any particular format will direct An MFS issued Fax to its destination via FSP Network.  Different methods and routes will be used to test the Send Functionality of the FSP.

Please note that a Fax can only be sent with the following information at hand: Number of Recipients, Fax Body, Coversheet, and/or attachments.  MFS currently does not support Broadcast Faxes.  Faxes that are bound to more than one recipients are called Broadcast Faxes.  Assembly of faxes is done at the MFC level with TIFF Group 3 format.  FSP will make sure to keep the integrity of fax when issuing Send Fax call.  Quality and Integrity of the Faxes will be maintained and will thoroughly be tested by gradually increasing the load in the FSP system.

Receiving Faxes

Note:
At this time I am unaware of the protocol with which MFS would like to Receive the Faxes from FSP Network.  There are two ways with which MSF can download Faxes from the ISP Network.  FSP can download all Faxes at once or it can download a list of Faxes in the server and then down load the actual Faxes associated with each listed Faxes in the list one at time.

Depending on the method with which  MFS will download Faxes from the ISP Network appropriate test mechanism will be used.  Load testing will also be performed with either of the methods adopted by MSF. IGAPI/FSP-API.

Fax Status

Since the error codes of the NSP Provider and MFS are different measures will be taken to map the error codes from the NSP Network with that of MFS error codes.  Testing the status functionality of the NSP Server will be done according to MSF based error codes.  Positive and Negative testing for the Status Message will be done to reflect each and every mapped error code.  Please note that the errors will be reported to the NT event log. IGAPI/FSP-API.

Routing

Routing modules (Inbound & Outbound) are being handled by Microsoft.  Testing??

Polling Interval

FSP will be tested with a number of Polling Intervals for Logging in to the FSP Network.  To thoroughly test the Polling Interval functionality a number of Polling Intervals will be introduced in the FSP Server in a timely manner.  FSP will also be tested beyond the Polling Intervals upon the notification from the ISP Network. 

Provisioning

The Administration User Interface, Open Port Technology FSP Property Page, provisioning of critical information before FSP can be used will be tested both positively and negatively.  NT Event Logs, Outbound Fax logs, and Inbound Fax logs will be monitored for proper provision settings.

Feature Matrix

Feature Identifier
Title
Description
Requirement Reference

OPT-TDS-FSP100
FSP backbone Provisioning
Verification of ISP Server, Port Number, Account Ids, Realm, password etc.


OPT-TDS-FSP200
Basic Functionality
Logins, Logouts, sessions etc.


OPT-TDS-FSP300
Fax Transport
Sending, Receiving, Statusing of Faxes. etc. 


OPT-TDS-FSP400
Load Testing
Sending Thousands of Faxes through the FSP.


Features Not Tested

Test Approach
6.
Approach

Test designs and test cases will be developed from existing test software and procedures in existence for the previous generation application code testing, existing test cases and software in use in the QA, and new tools and test cases developed by the QA organization.
6.1.
Test States

6.1.1.
Initial Verification Testing 

6.1.2.
Regression Testing

6.1.3.
Testing Improvement

6.2.
Test Network Design

7.
Pass / Fail Criteria

Specific pass/fail criteria for all features will be identified in the test procedure documentation for each feature.  The following general comments apply.

7.1.
Standards Compliance

For all features identified as conforming to applicable standards, verification will be performed by reference to these standards. Where such standards identify potentially ambiguous implementation requirements, design intent as represented in product functional specifications will be used.

7.2.
Functional Specification

7.3.
Design Documentation

Pass/Fail criteria may have to be extracted from available design documentation where Functional Specifications or standards documentation cannot be used to establish desired behavior. If this does not exist or still cannot be used to define pass criteria, test engineering will consult with the appropriate development staff to determine them.

7.4.
Defect Severity Assessment

All features should have failure criteria defined for each severity level defined in ref [TBD]. Where specific failure criteria are not defined in test procedures, this document’s general definitions will apply.

8.
Testing Suspension / Resumption Requirements

In general, QA will attempt to complete all test procedures defined for the test plan. The only cause for immediate unilateral suspension of testing will be the failure of a submitted load to boot/start-up on the target platform. Otherwise, testing suspension will be a decision made by project management. Resumption is likewise a project management decision, and a decision to suspend testing should be identified as either a withdrawal of the submission or a with a target time to resume testing.
9.
QA Deliverables   ?????????

The following iteFSP will be delivered as part of the standard output of the QA test process.

9.1.
Integration Test Documentation

The following iteFSP will we generated by QA prior to the start of formal testing on product submissions. These will be archived and maintained in a configuration control system.

9.1.1.
Test Design Specifications

9.1.2.
Test Case Specifications

9.1.3.
Test Procedure Specifications

9.2.
Test Cycle Deliverables

These iteFSP will be deliverables of every test cycle executed on a product submission.

9.2.1.
Defect Records

All defects identified during testing will be demonstrated to development engineering and entered into the defect database using the procedure defined in [ref].

9.2.2.
Test Summary Report

This contains the completed test logs/checklists for the product test plan.

9.2.3.
Test Output Data

Test result output from tests conducted on the target systeFSP will be maintained as part of the archive of the submission. 

10.
Testing Tasks

10.1.
General Testing Breakdown

10.2.
Specific Testing Tasks
11.
Environmental Needs
12.
Responsibilities

12.1.
Quality Assurance

Overall responsibility for management and execution of testing activities for System Test. Responsible for maintaining a record of defects found, and in tracking and closing such defect reports. Repository of knowledge of testing process and procedure and responsible for instituting control of testing to known best practice. Provides assessment of product quality based on completed testing.

12.2.
Project Management

Determines relative priority of testing activities where schedule or resource constraints exist. Determines whether testing should be suspended or stopped on a load. Makes final ship decision based on business needs and quality assessment provided by QA and Customer Support.

12.3.
Product Marketing

Identifies equipment to be used for competitive benchmarking, and compatibility testing.

12.4.
Development Project Group

Responsible for system implementation and correction of defects.

12.5.
Customer Support

Receives final product submissions from QA after conclusion of test and is responsible for customer beta testing and field support.

13.
Staffing & Training

13.1.
Staffing

13.2.
Training
15.
Risks and Contingencies

Availability of time and resources is the primary risk associated with successful completion of this test plan. 

15.1.
Staffing

15.2.
Test Stand Hardware

15.3.
Third Party Components

15.4.
Schedule
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